Appendix A

SUMMARY OF RECOMMENDATIONS 

	Name of Audit Report
	Original No. of High & Med. Recs.
	Recommendations – Current Status
	Manager Responsible
	Date of JIAC Mtg Recs. Presented To

	Follow Up of Previous Internal Audit Recs.

(7.12/13)
	3
	Rec. 3.7.8b – Governance – Compliance with Delegated Limits – Follow Up Restated recommendation.  The Authority should implement a system that ensures staff have received, read and understood key policies such as Financial Regulations.  Completion date 31.10.13, revised to 31.01.14
Current position as of 14.11.14 - Training product has been reviewed by Procurement / Finance Leads (August – October 2014) and the training packages were approved. Whilst the Procurement Team has identified that some minor changes which have occurred since, the OPCC has confirmed this should not delay the roll-out of the training. Details of all budget managers and those who require the training is readily available and it has been confirmed that L & D are able to progress with the implementation of the training within the next 2 weeks. 

Current position as at 24.03.15 –A full Training Needs Analysis has been carried out to identify true training gap.  A proposal has been put forward to produce three eLearning modules by the end of the first quarter (end May 15) as well as an on-line e-Guide facility to direct staff to the Integrated Scheme of Governance documents.  
Complete
	FCFO / CFO
	03.09.14

27.11.14

15.04.15


	Name of Audit Report
	Original No. of High & Med. Recs.
	Recommendations – Current Status
	Manager Responsible
	Date of JIAC Mtg Recs. Presented To

	t-Police Systems Review (1.14/15)
	4
	Rec. 4 – A report to identify bank account detail changes should be developed and utilised to ensure that all changes are appropriately authorised.  Completion Date 01.07.14.  A change request has been made to Capgemini to ascertain potential options for providing the necessary report.  Capgemini are at present still working on the change request.  Revised Completion Date 31.10.14.  A standard t-Police report is currently being run on a daily basis to check all suppliers created and amended on t-Police.  This report ensures that there are sufficient controls in place regarding the creation and amendment of supplier records on t-Police.  In the longer term a change request has been raised with Capgemini to produce an audit report for this function which better fits the requirements of the Force.  Capgemini have written a specification for the report which has been agreed.  Capgemini are now working on the report which should be ready to test before the end of the calendar year.   Revised Completion Date 31.12.14.  Capgemini have reported some problems with completing the work on the report – they now hope to have the report ready for testing at the start of March 2015.  Revised Completion Date 31.03.15 - COMPLETE
	Exchequer Services Manager
	03.09.14

27.11.14

15.04.15

	Governance – Decision Making (2.14/15)
	0
	No high or medium recommendations on this report.  This audit is added for information only.
	
	15.04.15


	Name of Audit Report
	Original No. of High & Med. Recs.
	Recommendations – Current Status
	Manager Responsible
	Date of JIAC Mtg Recs. Presented To

	Service Expectations-POCA (4.14/15)
	3
	Rec. 1 – In line with good practice we would recommend that the Policy and procedures be reviewed and updated on a bi-annual basis with evidence of this review being documented.  In addition, the Force should detail a date of next review to ensure they are subject to formal scrutiny and all information is up to date, ensuring employees follow only the most up to date procedures.   Standard operating procedures should also be documented covering all stages within the process.  Completion Date 01.10.14.  Due to operational priorities this piece of work is not yet complete and further work needs to be carried out on the recommendation.  D/Supt. Wood, Director of Intelligence has requested that the policy includes an officer’s guide to the practical approach to the seizure of cash under the Proceeds of Crime Act 2002.  Revised Completion Date 31.12.14.  Policy has been written and implemented for cash seizures. COMPLETE 
	Director of Intelligence
	03.09.14

15.04.15

	G4S Niche Service Provision (5.14/15)
	1
	Rec. 3.2.2a – In order to ensure the opportunity to apply lessons learnt to other projects is not missed consideration should be given to developing a lessons database that is updated as and when lessons are identified – this database could then be referred to by Project Management teams at any stage to identify whether lessons can be applied to current projects.  This recommendation has already been implemented. 
	Head of IT
	15.04.15

	Service Expectations – Force Firearms Asset Mgt (6.14/15)
	1
	Rec. 1 Inventory checks should be completed in line with the Force's SOP.  Checks should be completed in a timely manner and documented clearly to ensure that Firearm assets can be accounted for. Any discrepancies identified should be reported and investigated.  EMOpSS AP policy will address this risk and seek to mitigate.  COMPLETE
	DCFI, EMOpsS
	15.04.15


	Name of Audit Report
	Original No. of High & Med. Recs.
	Recommendations – Current Status
	Manager Responsible
	Date of JIAC Mtg Recs. Presented To

	Financial Mgt (inc. Budget Mgt & Procurement (7.14/15)
	2
	Rec. 1 All procurement between £10,001 and £25,000 should be approved in line with the documented delegated authority levels and evidence of this approval retained.  We are aware of the process and will ensure that any new hires into the department are correctly briefed on processes.  Implementation Date – Immediately
	Head of Procurement


	15.04.15



	
	
	Rec. 3 a) Adequate audit trials should be maintained of all procurement documentation.  b) Documentation should be attached to T Police or saved in a central location which is accessible 
to the required staff.  c) It may prove useful to use the procurement flowchart or a simple checklist and hold this at the front of a file to ensure that all the required documents are stored together forming a complete audit trail.  All documentation is already being held on the T-Police system. During the early implementation of the system we had some issues attaching documents, these were still available but not in the system, this has now been resolved.  Implementation Date – Immediately
	Head of Procurement
	15.04.15

	Data Returns – HMIC VFM Profiles (8.14/15)
	3
	Rec. 1 a) Procedures should be put into place to provide guidance on the collection and preparation of the data for the ADR501 & ADR502 data returns.  b) Succession planning should be undertaken by providing training to an additional finance HR officer on the completion of the ADR501 & ADR502 data returns data returns.  It was acknowledged that there were no current procedures in place for extracting the data off t-Police – the relatively new HR system which was implemented in April 2014. However, there were procedures for the previous system [Origin], of which the submissions being audited were taken. These guidance instructions have been submitted to the Auditor. 

The process and reports for t-Police were still being designed at the time of the audit with an external consultant. Once this work is complete, new procedures for t-Police will then be put into place, as well as training for specific team members.  Implementation Date - Procedures to be developed for t-Police alongside the next reporting period commencing in May 2015 and be completed by end of August 2015.
	Head of HR Shared Services, with the HR Support & Systems Manager

	15.04.15


	Name of Audit Report
	Original No. of High & Med. Recs.
	Recommendations – Current Status
	Manager Responsible
	Date of JIAC Mtg Recs. Presented To

	Data Returns – HMIC VFM Profiles (8.14/15)
	3
	Rec. 2 a) Adequate audit trails should be maintained of all source documentation and calculations made to the data used to compile the ADR 501 & ADR 502 data returns.  b) Adequate audit trails should also be maintained of the calculations of any subsequent 
amendments made to the ADR 501 & ADR 502 data returns.  It was acknowledged that there had been a change in staff who prepared these reports over the past 18 months and that interim support had been provided. As such, some of the reports had not been version controlled and filed electronically as well as they should have been, for ease of future referencing. This has now been rectified.  Implementation Date – At the next reporting period – May 2015.
	Head of HR Shared Services, with the HR Support & Systems Manager

	15.04.15

	
	
	Rec. 3 a) The data returns (ADR 501 & ADR 502) should be subject to independent review by another member of the HR Team.  b) The data returns (ADR 501 & ADR 502) should also be subject to review by a designated member of the Force Senior Management Team.  a) Accepted the recommendation and confirmed that arrangements are in place to train a HR Support & Systems team member to prepare the reports in future, which will then be reviewed by 
the HR Support & Systems Manager.  b) Acknowledged that in the past the Force has not always been involved in checking the data prepared by HR, as this has not been a formal requirement.  Implementation Date – At the next reporting period – May 2015.
	Head of HR Shared Services, with the HR Support & Systems Manager

	15.04.15

	Data Security (9.14/15)
	1
	Rec. 1.2 The list of items disposed of by from Concept Management should be reconciled to the asset register to ensure that the items can be accounted for and updated correctly within the register.  This is in the process of being implemented and is a simple cut and paste of disposed assets in the Concept spreadsheet into the master asset register.  Reconciliation can then be made easier.  Will be implemented by 31.03.15.  COMPLETE
	IT Security Manager
	15.04.15


	Name of Audit Report
	Original No. of High & Med. Recs.
	Recommendations – Current Status
	Manager Responsible
	Date of JIAC Mtg Recs. Presented To

	ICT Change Mgt (12.14/15)
	2
	Rec 3.1 Management should ensure that the Change Management Process document is updated as planned, and that the revised version of the same document is made available to all appropriate staff.  Implementation Date 31.03.15
Rec 3.2 Management should ensure that a process is designed and documented regarding the checks on compliance with the Change and Release Policy and the Change Management Process document.  Implementation Date 31.03.15
	Service Delivery Manager, IT
	15.04.15

	Risk Mgt (15.14/15)
	2
	Rec 2 The Force – Each department should routinely undertake a review of their service area with a view of identifying, assessing and documenting the risks that would have an impact on the department achieving its objectives.  Implementation Date 30.06.15
Rec 3 The Force – a)
There should be a consistent approach to the details recorded onto the Departmental Risk Registers. 

b) A review should be undertaken of each risk recorded onto the Department Risk Register to ensure that the mitigating controls documented adequately address the risk. 

c) A framework should be introduced to gain assurance that the mitigating controls identified on 
the Departmental Risk Registers are effective in minimising / mitigating the documented controls. 

d) The Departmental Risk Register should not be used as an action logs.  Implementation Date 30.09.15
	Continuous Improvement Manager
	15.04.15
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Independent Audit Committee  

15 April 2015

